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e SYSTEM FEATURES

kst eValidate PKCS#7 Signature (CMS)
*OTP OATH Token Authentication
¢OTP SMS, OTP Email Authentication
*FIDO (UAF & U2F) Authentication
eValidate signed document (PDF, MS Office, Open
Office, XML, XAdES, MRTD)
¢Sign document (PDF, MS Office, Open Office, XML,
FUNCTIONAL STRUCTURE XAdES, MRTD)
*Sign and validate the signature/signed document that
created by Trusted Hub acted the AP (Application
Provider) in MSSP
eBack Office for signer/ validator worker management.

Public CA Endpoint Server

TRUSTED HUB

PKCS#7 & Document Signing are executed on web
Mva"da'mr browsers (IE, Chrome, Firefox, Opera, Safari...)
agag;mmem a under OSes Windows, Linux, MAC OS X
5 | — based on SignPlugin

Signer
Management

Back Office Authentication System

Server

T RU STE D I _I U B Authentication

Agent & SDK

This is a strong authentication &

- validator system with effective cost
" where security and convenience meet.
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TRUSTED HUB is applied to many

p al/social h o 19 Dang Tien Dong Str, An Phu Ward, Thu Duc City, HCM City
inancial/social systems such as

: - o =
e-Banking, e-Securities, 5 MOBILE-ID @ 0283620 4187
e-Insurance, e-Tax/e-Customs | Anytime, Anywhere info@mobile-id.vn
Declaration and e-Government

services.

https://www.mobile-id.vn/TrustedHub




